
"Está garantida a protección dos datos
persoais no ámbito do radiodiagnóstico?"

DEBATE
EQUIPO A FAVOR: A protección de datos está ben regulada e

os profesionais sanitarios actúan con responsabilidade.

Argumentos posibles:
1.Leis vixentes: O RGPD e a LOPDGDD ofrecen un marco

legal estrito e detallado.
2.Consentimento informado: Os pacientes asinan

consentimentos antes das probas.
3.Acceso restrinxido: Só persoal autorizado accede aos

datos/imaxes.
4.Protocolos e seguridade: Os sistemas informáticos

hospitalarios teñen seguridade avanzada.
5.Segredo profesional: Os profesionais sanitarios están

obrigados a manter a confidencialidade.
6.Auditorías e sancións: Hai mecanismos de control e

penalización en caso de incumprimento.

Exemplos a usar:
Casos de sancións a profesionais por mal uso de datos.
Protocolos de acceso ás imaxes médicas (PACS).
Normas ISO de seguridade da información en sanidade.



"Está garantida a protección dos datos
persoais no ámbito do radiodiagnóstico?"

DEBATE
EQUIPO EN CONTRA: A protección de datos no

radiodiagnóstico é insuficiente ou presenta riscos.

Argumentos posibles:
1.Filtracións ou hackeos: Hai casos de ciberataques a

hospitais (ex. ransomware).
2.Demasiadas persoas teñen acceso: Radioloxía, medicina

interna, enfermaría, etc.
3.Almacenamento na nube: Pode ser inseguro ou estar en

mans de empresas privadas.
4.Falta de formación: Non todo o persoal está ben

formado en protección de datos.
5.Consentimentos xenéricos: Moitas veces os pacientes

non entenden realmente que autorizan.
6.Accesos indebidos: Casos de revisión de imaxes por

curiosidade ou sen necesidade clínica.

Exemplos a usar:
Casos reais de acceso indebido ou mal uso de imaxes.
Incidentes de ciberseguridade en hospitais.
Datos do INCIBE ou da Axencia Española de Protección de
Datos.


