Datuak Babesteko
Euskal Bulagoa

Agencia Vasca da
Proteccion de Datos

CN10-037

DICTAMEN QUE SE EMITE EN RELACION A LA CONSULTA PLANTEADA POR
EL AYUNTAMIENTO DE XXXXX EN RELACION CON EL TRATAMIENTO DEL
FICHERO “SERVICIO MEDICO DE EMPRESA” DE DICHO AYUNTAMIENTO.

ANTECEDENTES

PRIMERO: Con fecha 23 de diciembre de 2010 tiene entrada en esta Agencia Vasca
de Proteccién de Datos escrito de XXXXX del Ayuntamiento de XXXXX por el que se
eleva consulta en relacion con el asunto arriba referenciado.

SEGUNDO: En dicho escrito de remisiéon de la consulta se dice expresamente que:

“Con fecha 17 de diciembre de 2010 ha tenido entrada en sede OSALAN
solicitud cursada por mi sobre el Servicio de Prevencion de Riesgos Laborales y
cuya copia le adjunto.

En el punto tercero del escrito informo que elevaré consulta a la entidad que
dirige para solicitarle encarecidamente su colaboracion en lo que se refiere al
tratamiento del fichero Servicio Médico de Empresa con cédigo de registro
2051920326.

Es nuestro animo entregar a cada trabajador su historial médico y mantener no
operativo el fichero informéatico durante 2011 para destruirlo definitivamente, en
Su caso, en 2012.

Tratdndose de materia tan delicada consideramos imprescindible contar con su
asesoramiento para realizar los diversos tramites con el maximo de garantia
juridica.”
Se adjunta a dicho escrito la “Solicitud de cese de actuacién sanitaria del Servicio de
Prevencion y solicitud de autorizacion de nueva organizacion de la actividad
preventiva en el Ayuntamiento de XXXXX”

En lo que mas pueda interesar en este momento, en el punto tercero de dicho
escrito se decia que
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“Sobre la cuestion referida al tratamiento de los historiales médicos y de la
base de datos de informacidn sobre la salud creada por disposiciéon plenaria,
registrada convenientemente en el Registro Vasco de Proteccion de Datos
(Denominacidn: Servicio Médico de Empresa; Codigo Registro: 2051920326) y
cuya responsabilidad de gestion pertenece a la Unidad de Medicina Laboral, el
Servicio de Prevencién de MUTUALIA nos ha comunicado que no requiere en
absoluto la comunicacion de datos para desempefiar su labor. Siendo asi, no
habra ninguna comunicacion ni cesion de datos a la nueva entidad.

Mi intencién respecto de la informacion actualmente existente es elevar
consulta a la Agencia Vasca de Proteccion de Datos sobre el modo de
proceder en lo que respecta a la entrega de los historiales y fichas personales
a sus respectivos titulares, asi como para mantener no operativo el fichero
informatico durante este afio 2.011 y destruirlo, en su caso, a partir del afio
2.012 si se decide amortizar definitivamente el puesto de Médico de Empresa
en la Relacion de Puestos de Trabajo.”

De la misma manera, se hace llegar a esta Agencia Vasca de Proteccion de Datos
“Requerimiento de la unidad de salud laboral previo a la autorizacion sanitaria de
cese de la autorizacion de las actuaciones sanitarias del servicio de prevencion
mediante la modalidad organizativa de trabajadores designados del Excelentisimo
Ayuntamiento de XXXXX”, elaborado por la Unidad de Salud Laboral de Osalan de
XXXXX en el que, también en lo que mas puede interesar, se hace constar que

“... la Agencia de Protecciéon de Datos en su informe 391/2006, que trata del
cambio en el servicio de prevencion de riesgos laborales y cesién de datos de
salud indica que cuando se produce un cambio en el servicio de prevencion, la
comunicacion de los datos relativos a la vigilancia de la salud de los
trabajadores a la nueva entidad que desarrolle el servicio de prevencién seria
un supuesto de cesién de datos habilitado en el ya citado articulo 23.1 de la
Ley 15/1995 en relacion con el 30.3 de la misma Ley derivado de la obligacion
de puesta a disposicion del nuevo servicio derivado a su vez de la obligaciéon
de mantenimiento de la historia clinico-laboral prevista en el resefiado articulo
37.3 c) del Real Decreto 39/1997. Asi pues no es potestativo de la Sociedad
de Prevencion de Mutualia el decidir sobre el destino de los datos relativos a la
vigilancia de la salud de los trabajadores del Excelentisimo Ayuntamiento de
XXXXX. Cuestion diferente es la integracién que de los mismos haga en el
transcurso de la prestacion de sus servicios.

El mismo informe de la Agencia de Proteccion de Datos en cuanto a la
necesidad de conservacién de los datos por el anterior servicio dice que
resultaran de aplicacion los principios de conservacion previstos en la Ley
15/1999. En este sentido debe indicarse que el articulo 16.5 de la Ley
Organica 15/1999 establece, al regular el derecho de cancelacién y
conservacion, que los datos de caracter personal deberan ser conservados
durante los plazos previstos en las disposiciones aplicables o0 en su caso en
las relaciones contractuales entre la persona responsable del tratamiento y el
interesado. Concluida la relacion contractual procede la cancelacién y en su
caso bloqueo de los datos previsto en el articulo 16 de la Ley procediendo
Unicamente la conservacion de los datos oportunamente bloqueados para el
cumplimiento de las obligaciones legales procedentes.”



TERCERO: El articulo 17.1 de la Ley 2/2004, de 25 de febrero, de Ficheros de
Datos de Caracter Personal de Titularidad Publica y de Creacién de la Agencia
Vasca de Proteccion de Datos, en su apartado n) atribuye a la Agencia Vasca de
Proteccion de Datos la siguiente funcion:

“Atender a las consultas que en materia de proteccion de datos de caracter
personal le formulen las administraciones publicas, instituciones vy
corporaciones a que se refiere el articulo 2.1 de esta Ley, asi como otras
personas fisicas o juridicas, en relacién con los tratamientos de datos de
caracter personal incluidos en el &mbito de aplicacion de esta Ley.”

Corresponde a esta Agencia Vasca de Proteccion de Datos, en virtud de la
normativa mas arriba citada, la emision del informe en respuesta a la consulta
formulada.

CONSIDERACIONES

Del escrito de elevacion de consulta y de la documentacion aportada, si no entiende
mal esta Agencia, cabe deducir que la cuestién que desde la estricta perspectiva de
proteccion de datos de caracter personal preocupa a la consultante se refiere al
modo de proceder en lo que respecta a la entrega de los historiales y fichas
personales a sus respectivos titulares, asi como mantener no operativo el fichero
informatico “Servicio Médico de Empresa” registrado en esta Agencia, durante el afio
2001 y destruirlo en su caso a partir del afio 2012.

Junto a la anterior, tal vez interese también a la consultante conocer la opinion de
esta Agencia en relacion a la implicacién que, estrictamente desde la perspectiva de
proteccion de datos de caracter personal, pueda tener las actividades de enfermeria
de empresa que se prevén atribuir a una trabajadora del 6érgano consultante.

Obsérvese que en los dos parrafos anteriores se hace expresa referencia a la
estricta perspectiva de proteccién de datos, lo que responde a la necesidad de dejar
seflalado desde un principio que no puede ni debe esta Agencia realizar
interpretaciones de otro tipo de normativa méas alla de lo que sea escrupulosamente
necesario y en relacion con asuntos que, por su directa vinculacién con el objeto
central de la consulta, no puedan dejar de ser analizados, maxime cuando, como
ocurre en el presente supuesto, se produce la intervencion de un Grgano
especializado como puede ser Osalan.

Quiere decirse con lo anterior, no solo que nada corresponde afadir a esta Agencia
en relacion con los puntos primero y segundo del escrito de Osalan que no
encuentran relacion directa con la proteccion de datos, sino que, por lo que respecta
al tercero, en el que si puede observarse dicha relacién, tampoco puede esta
Agencia (porque no ejercita funcion revisora alguna, sino meramente consultiva)
poner en duda la interpretacion que de la normativa sobre prevencién de riesgos



laborales, muy especialmente sobre el articulo 37 y la Disposicion Adicional Tercera
del Real Decreto 39/1997, realiza el 6rgano especializado y a la que esta Agencia se
somete.

Otra cosa supondria, sencillamente, sustituir la opinidbn de un érgano experto en la
materia por otra de quien, como esta institucién, no lo es.

Ahora bien, dicho lo anterior, ello no significa que no pueda ser objeto de
interpretaciéon por esta Agencia las conclusiones que, desde la perspectiva de
proteccion de datos, se puedan obtener del andlisis de la normativa de prevencion
de riesgos laborales (o de cualquier otra) que es, a nuestro juicio, lo que
acertadamente realiza la Agencia Espafiola de Proteccion de Datos en el dictamen
citado por Osalan.

Acertadamente se dice, porque no encuentra esta Agencia objecién alguna a lo
dicho en aquel dictamen, que en lo que mas puede interesar desde el derecho
fundamental que nos ocupa y también para la consultante, concluye en que la
comunicacién de los datos de caracter personal relativos a la salud de los
trabajadores de la Administracién consultante a la empresa que se ocuparé del
servicio de prevencidén, en los términos que también se especifican en dicho
dictamen, no sera contraria a la normativa de proteccion de datos al estar
“autorizada por la Ley” que es la exigencia establecida en el articulo 11.2 a) de la
LOPD para que sea posible dicha cesion de los datos sin el consentimiento de sus
titulares.

Logicamente, y como también recuerda la Agencia Espafiola de Proteccién de
Datos, tratandose de datos relativos a la salud de las personas y de acuerdo con
dicha normativa, la comunicaciéon debe producirse entre los servicios médicos de los
organos o empresas cedente y cesionario (para el supuesto ayuntamiento y
empresa de prevencion respectivamente).

A partir de dicha conclusion a la que no cabe oponer reparo alguno, no es posible
despejar desde la normativa de proteccién de datos la cuestion relativa a la manera
en que debe procederse en dicha sucesion del servicio una vez de que, se insiste, la
comunicacién de los datos de salud de los trabajadores se inserte en dicha sucesion
sin ninguan problema atendiendo a lo dispuesto en la LOPD.

Se quiere decir con lo anterior en definitiva, que no corresponde a esta Agencia
decidir sobre la obligatoriedad o no de la cesién de dichos datos, siendo la misma
una cuestién que atafie a la autoridad laboral.

No puede ademas ser de otra forma porque, si bien se observa, no sera posible
encontrar en la normativa de proteccion de datos previsién alguna al respecto.

Como establecio esta Agencia en el dictamen elaborado a la consulta CN09-048

“En segundo, debe tenerse en cuenta que la duda planteada parece centrarse
en “...si estoy obligada a presentarlo” (en relacién al historial médico) y al



respecto, la existencia o no de tal obligacién habra de resolverse atendiendo a
normativa diferente a la de proteccién de datos. En dicho sentido no sera
posible encontrar en la LOPD ninguna “obligaciéon” de comunicar datos de
caracter personal; en su caso podran encontrarse preceptos segun los cuales,
una comunicaciéon de dichos datos no supondra una vulneracion del derecho
fundamental (por ejemplo articulo 11.2 o 21) pero, se insiste, no serd posible
extraer de dicha normativa una obligacibn de cesién de datos, dicha
obligacion, si existe, radicara en otro sector del ordenamiento (en el presente
supuesto probablemente el que regula las funciones de las Mutuas de
Accidentes y Enfermedades Profesionales y en la de Seguridad Social).”

Por lo que respecta a la posibilidad de dejar como no operativo el fichero informético
durante el afio 2011 y destruirlo en su caso a partir del afio 2012, efectivamente, y
como bien se deduce del informe de la Agencia Espafola de Proteccién de Datos
citado en el requerimiento de Osalan, debe tenerse en cuenta a los efectos
pretendidos el deber de conservacion que, de no comunicar los datos a la nueva
prestadora del servicio de prevencion, corresponde respecto de los mismos al
organo consultante.

Asi, dicho deber de conservacion al que se hace referencia no solo en el informe
citado sino también en otros posteriores, como el de 12 de noviembre de 2007 o el
mas recientel62/2010, que recogen el desarrollo reglamentario de la LOPD a traves
del Real Decreto 1720/2007, de 21 de diciembre (en particular y en lo que ahora
interesa, el articulo 8.6 del mismo) responde a la aplicacion a supuestos como el
planteado de lo previsto en la Ley 41/2002, de 14 de noviembre, reguladora de la
autonomia del paciente y de derechos y obligaciones en materia de informacion y
documentacion clinica (articulos 16, 17 y 18).

De acuerdo con los mismos

“En consecuencia, el deber de conservacion y custodia de la historia clinica
debera subsistir al menos durante el periodo de tiempo establecido por la
normativa estatal o autondmica reguladora de la materia, teniendo en cuenta la
propia finalidad de la historia, por cuanto, como también ha sefialado esta
Agencia en informe de 1 de octubre de 2003, “la voluntad del legislador en este
caso no es la de que se proceda a la destruccion inmediata de los datos, sino,
al contrario, que dichos datos sean conservados en cuanto pudieran resultar
necesarios para la salvaguardia de la vida e integridad fisica del paciente”. De
este modo, subsistird un deber de conservacion que se extendera a los plazos
legalmente previstos.”

Y respecto a dichos plazos se deja dicho que

“Dentro de las obligaciones de gestion y custodia se encuentran las
relacionadas con la conservacion de la historia clinica, previstas en el propio
precepto,(articulo 17) cuyo apartado 1 establece que “Los centros sanitarios
tienen la obligacién de conservar la documentacion clinica en condiciones que
garanticen su correcto mantenimiento y seguridad, aunque no necesariamente



en el soporte original, para la debida asistencia al paciente durante el tiempo
adecuado a cada caso y, como minimo, cinco afios contados desde la
fecha del alta de cada proceso asistencial.”

Evidentemente, y en la linea que se sostiene en el presente Dictamen, para el caso
de que se produzca la comunicacion de los datos a la nueva entidad, lo que
procedera serd, directamente, la supresion del fichero en cuanto los datos que en él
obraban se integraran en el que necesariamente creara dicha nueva entidad que
pasara de esta manera a ser la responsable de tal fichero y de los datos asi
comunicados.

CONCLUSIONES

1.- La comunicacion de los datos de salud de los trabajadores del 6rgano
consultante a la empresa que prestara el servicio de prevencién no se opone a la
normativa de proteccion de datos en los términos contenidos en el Fundamento Il del
presente dictamen.

2.- El 6rgano consultante podra mantener no operativo el fichero informatico al que
hace referencia, pero no puede eliminar los datos en él contenidos, en los términos
del Fundamento 11l del presente dictamen.

En Vitoria-Gasteiz, a 1 de febrero de 2011



